Abstract:

Today we manage and store very important and sensitive information in electronic computers i.e. IC chips. Cryptography is one of the powerful tools to protect such sensitive information in a cyber (software) domain. However, the cryptographic processing is anyway finally done in IC hardware. Malicious attackers exploit or break physical weakness of the IC hardware implementations. In this presentation, some existing threats to actual secure hardware electronic devices will be introduced with some countermeasures that we (IC designers) can do against these threats.
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